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Intersectionality Women’s Programmes CIC (“IWP”, “we”, “us”, or “our”) is committed to protecting and respecting your privacy. This Privacy Policy explains how we collect, use, store, and protect personal data when you engage with our website, services, programmes, or communications.
We process personal data in accordance with the UK General Data Protection Regulation (UK GDPR) and the Data Protection Act 2018.
Who We Are
Intersectionality Women’s Programmes CIC  
Company number: 14942760  
Email: info@intersectionalitywomensprogrammes.com
What Information We Collect
We may collect and process the following types of personal data:
• Name and contact details (such as email address or telephone number)
• Information provided through enquiry, referral, or application forms
• Information relevant to participation in programmes or services
• Equality, access, or support needs (only where provided voluntarily)
• Communication records (emails or messages sent to us)
• Website usage data (such as cookies and analytics, where applicable)
We do not collect more information than is necessary and aim to minimise data collection wherever possible.
How We Use Your Information
We use personal data to:
• Respond to enquiries and referrals
• Deliver programmes, services, and support
• Manage enrolment, attendance, and progression
• Meet safeguarding, legal, or funding requirements
• Improve our services and website
• Communicate important information about our work
We will only use personal data where we have a lawful basis to do so.
Lawful Basis for Processing
Our lawful bases for processing personal data may include:
• Consent (where you have given clear permission)
• Contract (where processing is necessary to deliver a service)
• Legal obligation (such as safeguarding or reporting requirements)
• Legitimate interests (where processing is necessary for our work and does not override your rights)
Sensitive and Special Category Data
Where necessary, we may process special category data (such as information relating to health, disability, or lived experience). This data is:
• Only collected where relevant and proportionate
• Provided voluntarily by individuals
• Handled with strict confidentiality
• Used solely to provide appropriate support or meet legal obligations
How We Store and Protect Data
We take appropriate technical and organisational measures to protect personal data, including:
• Secure digital storage systems
• Restricted access to authorised personnel only
• Password-protected devices and accounts
• Regular review of data handling practices
We retain personal data only for as long as necessary and in line with legal, funding, and safeguarding requirements.
Sharing Information
We do not sell or share personal data with third parties for marketing purposes.
Information may be shared only where:
• Required by law or safeguarding duties
• Necessary for funding, audit, or quality assurance purposes
• You have provided consent
• There is a risk of harm to you or others
Any data sharing is proportionate and compliant with data protection law.
Your Rights
Under data protection law, you have the right to:
• Access your personal data
• Request correction of inaccurate data
• Request deletion of data (where applicable)
• Object to or restrict processing
• Withdraw consent at any time (where consent applies)
Requests can be made by contacting us using the details below.
Cookies and Website Use
Our website may use cookies to improve functionality and user experience. You can control or disable cookies through your browser settings.
Contact and Complaints
If you have questions about this Privacy Policy or how your data is handled, please contact:
Email: info@intersectionalitywomensprogrammes.com
If you are not satisfied with our response, you have the right to lodge a complaint with the Information Commissioner’s Office (ICO):
www.ico.org.uk
Review and Updates
This Privacy Policy may be updated periodically to reflect changes in law or practice.
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